1. Phase de pré-attaque
   1. Collecte d’information (reconnaissance passive)
   2. Scan
   3. Enumération
2. Scan (possibilité de laisser des traces, charte OBLIGATOIRE)
3. Attaque (exploitation)
4. Attaque réussie
   1. Accès
   2. Persistance
   3. Effacement des traces
5. Attaque en échec
   1. Déni de service